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ABOUT ME

I have over 10 years of experience improving online privacy through research, policy, and product development. I
lead the privacy team at Brave Software, a privacy-focused startup with over 50 million users. In this role, I oversee
research projects published at top privacy and security conferences, and the implementation of novel privacy features
into Brave’s Web browser.

I also advocate for privacy in internet standards, through my work in the W3C and IETF. I chair privacy-related
committees, conduct formal reviews of proposals from other browser vendors–Google, Safari, Edge–, and co-author
new, novel privacy-improving specifications. Proposals I’ve co-authored have been implemented in popular browsers,
and are already used by hundreds of millions of internet users.

I am most interested privacy public policy and research opportunities. I am also especially intersted in positions that
would allow me to work from Chicago.

INDUSTRY EXPERIENCE

Vice President of Privacy Engineering & Senior Privacy Researcher 2023 - Present
Brave Software, San Francisco, CA

Senior Director of Privacy & Senior Privacy Researcher 2022 - 2023
Brave Software, San Francisco, CA

Senior Privacy Researcher 2020 - 2022
Brave Software, San Francisco, CA

Privacy Researcher 2018 - 2020
Brave Software, San Francisco, CA

EDUCATION

Ph.D. Computer Science 2012 - 2018
University of Illinois at Chicago, Chicago, IL

ROLES AND SELECTED ACHIEVEMENTS

Privacy in Standards Bodies

I have contributed to and lead privacy efforts in multiple prominent standards bodies.

I have co-chaired the W3C’s Privacy Interest Group (PING) for three years, the group responsible for reviewing
the privacy impact of proposed specifications. As a co-chair of PING, I have reviewed dozens of proposals and
worked with (and occasionally against) browser developers from Google, Apple, Mozilla, and Microsoft to protect
user privacy.

I have also co-authored multiple privacy-improving proposals, including STAR–a lightweight cryptographic system for
private, verifiable large scare internet measurements–, and Request Off-the-Record–a HTTP and browser enhancement
to protect victims of intimate partner violence. Pre-standardization implementations of these proposals are currently
being using by over 63 million internet users.

https://www.peteresnyder.com
mailto:snyderp@gmail.com
https://datatracker.ietf.org/doc/draft-dss-star/
https://datatracker.ietf.org/doc/draft-sahib-httpbis-off-the-record/


Privacy in Public Policy

I have done significant work at the intersection of public policy and privacy engineering.

In some cases, this has been in the development of technical features to help users assert legal rights provided by
existing regulations. For example, I am a co-author of the Global Privacy Control (GPC) proposal, a system to allow
users to easily assert the opt-out rights described in legislation like the California Consumer Privacy Act. GPC is used
by over 50 million users, and is included in privacy focused Web browsers like Brave, DuckDuckGo, and Firefox.

I have also been involved with policy and regulatory investigations of Google and Apple, and the privacy and compet-
itiveness implications of their “Privacy Sandbox” and iOS browser restrictions. I’ve written about the negative impact
these systems have on the openness of the Web, both for popular audiences, and for regulators in United States and
UK.

Privacy in Product Design

I have designed and overseen the implementation of a wide range of privacy features at Brave Software. I also manage
the seven person privacy team at Brave, which handles the shipping and maintenance of these features for Brave’s over
60 million users.

The main focus of my work at Brave has been to synthesize and productize insights from industry and academic
privacy research. A partial list of such features I developed at Brave include Brave’s unique approach to protecting
users from browser fingerprinting, best-in-class protections against third-party tracking, efficient and scalable system
for product analytics, and defenses against colluding, malicious websites. Each of these features were unique among
popular browsers when I designed them at Brave, most remain so, and a few have even been directly adopted by larger
browsers like Firefox and Safari.
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REVIEWING AND ACADEMIC COMMUNITY INVOLVEMENT
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2024 USENIX, S&P, MADWeb 2020 WWW, MADWeb
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External Reviewer
2020 SIGCOMM, CCR 2016 S&P, CCS
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